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Abstract

Operations research. We might be able to adapt these methods in a way that will let us use them
to tackle a few difficult issues in the wireless sensor network (WSN ) sector. We create a single
data collecting method called EDAL , short for Energy-efficient Delay-aware
Lifetime-balancing data collection, to illustrate the effectiveness of this strategy. The algorithm
design uses a single OVR result to show how the issue formulation is inherently NP-hard. We
suggested utilizing both a distributed and a central heuristic to improve the method's
scalability for large-scale network activity. Moreover, we use compressive sensing, a
state-of-the-art technique that claims to dramatically reduce total traffic costs while gathering
sensor data with flexible latency constraints, into the architecture of the recommended subject.
Finally, we comprehensively evaluate and compare its performance to that of comparable
protocols using simulations and a hardware testbed. The Internet Engineering Task Force's
ROLL working group developed the Routing Protocol for LLNs , a crucial part of the Internet
of Things protocol stack used for communication between these low-power devices (IEFT ).
RPL assessment or experimentation is not something we are aware of. RPLv evaluation for a
real-world deployment situation is possible thanks to a number of simulation tools. The
purpose of this study is to better understand the architecture and protocol stack of RPL and,
consequently, its place in the Internet of Things. Simulations run in the Contikiv OSv Coojav
simulator test RPL's performance in relation to performance attributes such packet delivery
ratio, latency, signalling overhead, and energy use. According to the simulation’s results, the
RPL has proven to have a number of traits that might be advantageous for deployments on a
broader scale. Energy-efficient routing strategies are essential for reliable data transmission
in WSNs and for extending network lifetime. Contrarily , traditional routing methods
typically propagate around the entire network to find a reliable path or use a few cluster heads
to provide data for other nodes, both of which consume a lot of energy. In this study, we offer a
unique, energy-efficient area source routing technique to extend the WSN network lifetime
(referred to ER-SR ). In ER-SR , a distributed energy region strategy is offered for
dynamically choosing the network nodes with high residual energy as source routing nodes.
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The source routing nodes will then choose the ideal source routing path for each common
node, allowing partial nodes to participate in routing and balancing the energy use of sensor
nodes. Also, in order to reduce the amount of energy needed for data transmission, we offer a
powerful distance-based ant colony optimization method to identify every node's ideal
transmission path. Based on simulation results, it can be said that ER-SR outperforms
competing routing protocols in WSNs in terms of network lifespan, packet delivery ratio , and
delivery delay. Moreover, it consumes less energy.

Keywords — 10T , GSM ,RPL , RFID, Wireless sensor network , source routing , ER-SR ,

energy efficient , network lifetime.

I. INTRODUCTION

When numerous scattered nodes join forces
to create a wireless sensor network, a
wireless multi-hop network is created
(WSN). The WSN contains features like
bandwidth-constrained,  variable  link
capacity, multi-hop communications, and
energy-constrained nodes, among others.

The energy-constrained nature of node
activity is an important issue for WSN .
Network protocols like MAC | routing, and
transport must be developed in order to
increase energy efficiency. Lately, a wide
variety of direction-finding techniques have
emerged, all of which have focused on
finding the shortest path between a
foundation and an end point while
consuming the least amount of energy or
having the fewest possible intermediate
forwarding nodes.

Here, a novel method for lengthening WSN
lifespan and distributing the overall energy
consumption of network nodes fairly is
suggested. This is accomplished by
acquiring data on the remaining energy for
the route maintenance mechanism. It was
developed utilizing the well-known DSR
on-demand routing technology. Before any
data is sent, the whole ordered path in the
packet header is the source in the
DSR (dynamic source routing) source
routing protocol. Upkeep and research of the
route. A source can re-establish the path via
route maintenance if the network topology
has changed and an intermediary node is
unable to discover a route to forward packets
because a connection along the route has
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been severed. Before sending a packet to a
destination node, a source must find a source
route there. The approach used is route
discovery. DSR was chosen above other
routing protocols owing to its effectiveness
and usability. DSR does not require
continuous broadcasts from any network
level king, in contrast to other protocols

In order to meet the requirements of loT
applications, an updated new design in the
present layered architecture is supplied. This
interaction occurs between the application
layer and 10T technology and human needs.
This new architecture is comprised of six
levels, including Device Management |,
Enhanced Link Layer , Network Layer ,
Transport , Performance Management |,
and  User Interface . The device
management layer is responsible for
connecting devices, collecting information
on or after sensors, and authenticating
devices. The gadgets support IPv6, Wi-Fi,
and Long-Term Evolution (LTE) for
long-distance communication in addition to
IPv6 addressing.

The updated link layer required to provide
techniques for controlling and preventing
interference in addition to addressing issues
with horse-race joining reliability. Network
Layer is accountable for managing
internal network connectivity. There is
significant thought given to security
measures. Along with the usual functions,
the transport layer also provides special
services. The user interface and transport
layers communicate with one another
through the performance management layer.
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Following that, this layer transmits the
user-defined network performance
characteristics together with the pertinent
QoS rules to the transport layer. The user
interface layer gives the lower layers
performance metrics and an appropriate way
to present data to the user. WSN, which
acts as the loT's sensor layer and is
composed of a substantial number of
affordable, small sensors , has been
utilized for a broad diversity of tenders
with dramatically different specifications.
Yet, since sensor nodes in WSNs are
frequently powered solely by batteries and
are designed to operate for a long period,
energy efficiency is always of utmost
importance. Replacing sensor nodes after
deployment is both inconvenient and costly.
It is true that previous studies have
demonstrated that data transmission
consumes a sizable amount of energy and
that the routing strategy significantly affects
the effectiveness of the transmission. In
order to dramatically lower energy usage
and lengthen network lifespan, it is
crucial to develop an energy-efficient
routing protocol. It is advised in works for

wireless sensor networks to use multi-path
transmission techniques based on routing.
Considering these most recent innovations,
we introduce in this work an
energy-efficient  region routing protocol
(ER-SR ) based on source routing to reduce
data transmission energy consumption and
jointly balance energy consumption among
multiple nodes. The experimental findings
validate that ER-SR can achieve greater
energy efficiency than ER-RPL ,
MSGR , and PRD routing protocols. We
create simulations using NS3 to validate
the performance of ER-SR . Balancing the
energy consumption of each network node
and maximizing transmission energy use are
two of this research's key achievements.
Following this, the network's energy
efficiency may be considerably increased by
employing the joint optimization process to
determine the ideal transmission channel.
Second, we use the concept of signaling
and data separation in the ER-SR
protocol architecture to balance the
network'’s energy usage.
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Fig 1: The protocol's main flow for ER-SR routing .

When a distributed energy area technique is
used, it is possible to dynamically choosing
is created. In order to determine the most
energy-efficient  transmission  line for
each node, we finally expand the ant colony
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approach. We consider the effective
distance to get the ideal transmission
distance . We explicitly expand the ring
domain and include single-hop optimum
transmission distance to aid the ants in
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swiftly locating the right search ring
domain , which could speed up their search
for the global optimum relay node. Direct

trust , indirect trust , and expected node
positive probability are all components of
the scheme's trust estimation method.

Next, ESRT selects a secure path utilizing
faith, vigor, and flights. Different preceding
prior methods, ESRT is not concerned with
exact time synchronization or known
geographic information. Moreover, ESRT

shows more flexibility when there is a heavy
network demand. The fundamental tenet of
the future ESRT is that naughty bulges
cannot cooperate with one another. The
plan's security performance is weak. Hence,
the reference proposes the faith and energy

aware secure routing protocol

(TESRP ) for WSNs. TESRP usages a
dispersed trust architecture to locate and
separate lumps displaying unusual conduct.

I. RELATED WORKS

[1] The author of this study, The
Development of a New Energy-Aware
Routing Protocol for Wireless Sensor

Networks , operations research's hot issue
of open vehicle routing (OVR) difficulties is
now being researched using similar
presumptions and limitations as sensor
networks. Thus, we might be able to adapt
these methods such that they offer beneficial
answers to some challenging issues in the
wireless sensor network (WSN) space. To
prove the effectiveness of this strategy, we
create a single data gathering method known
as EDAL, which stands for Energy-efficient
Delay-aware  Lifetime-balancing  data
collection.

[2] EDAL : The author of this study
suggests that the usage duration of wireless
devices and networks is constrained by the
restricted battery power characteristic in A
Data Collection Protocol for Heterogeneous
Wireless  Sensor  Networks  that is
Energy Efficient , Delay Aware , and
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Lifetime Balanced . As a result, a routing
protocol with low energy consumption is
essential for Wireless Sensor Networks
(WSN) performance, particularly for the
network'’s long-term sustainability. Previous
research that was primarily concerned with
energy efficiency has

[3] In order to give the energy consumption
criterion for the routing protocols in wireless
sensor networks, the author of this study, An
Energy-Efficient ~ Multipath  Routing
Protocol for  Wireless Sensor
Networks , presents a suggestion in the
paper's title. The most efficient method for
boosting network connection and durability
may not be using some traditional single
path routing approaches. In this research, we
introduce a dispersed, ascendable, restricted
multipath search protocol to locate many
node-disjoint pathways between the sink
and source nodes.

[4] Energy Effectiveness-OLSR In this
study, the author presents novel features for
OLSR RPL for Transportable Ad-Hoc

Systems with the goal of enhancing its
energy efficiency. It aims to facilitate the
Internet of Mobile Things (RPL standard).
In contrast to the more efficient RPL, the
proposed protocol allows for energy
conservation and

[5] OLSR Energy Efficiency The author of
this work introduces fresh OLSR
characteristics. RPL Numerous approaches
have been made to solve the essential issue
of routing protocols over MANET in order
to effectively maintain  topological
information, provide network scalability,
and extend network lifetime. A proactive
technique (like OLSR) to better regulate
energy use is thought of in very few articles.
OLSR's proactive approach gives it the
benefit of quickly determining a path
between two network nodes.

[6] The author of this study contends that
the A standardized routing system for the

Internet of Things is IPv6 Routing
System for Low Power and Lossy
2109
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Networks (RPL ). The Internet of
Things Direction-finding  Procedure's
Vigor and Postponement Conscious

Statistics Accumulation. As data is sent
from source to destination, the RPL
continuously modifies its course since there
is a lot of data traffic on congested networks.
As a result, data traffic is generated between
network nodes. The Energy and Delay
Aware Data Aggregation in Routing
Protocol (EDADA-RPL ) for IoT is what
we advise using to address this problem.

[7] Current geographic routing protocols
typically walk along only one side of the
routing holes to recover the route, resulting
in suboptimal network performance, such as
longer delivery delay and lower delivery
ratio. The author proposes energy-aware
dual-path geographic routing to circumvent
these routing holes in wireless sensor
networks. Additionally, when they run into
routing gaps, these protocols are unable to
ensure that all packets are delivered in an
energy-efficient way. The energy-aware

dual-path geographic routing (EDGR )
protocol for improved route recovery from
routing gaps is presented in this study to
solve these problems.

[8] The author of this study contends that
The energy-conscious routing protocol
presented in this paper, "Multi-Layer

Cluster Based Energy Aware Routing

Protocol for |Internet of Things "
creates equal-sized rings out of the network
region. A ring is divided into equal-sized
clusters for intra-ring clustering and
inter-cluster routing, respectively, the best
route for data transmission is selected by
applying fuzzy logic. The packet delivery
ratio increases by 5-8%, while the network
lifetime is extended by 18-22%.

[9] In this paper, the author suggests that the
with an inexhaustible supply of new
potential and applications thanks to freshly
developed IP based protocols, IP smart
object networks are without a doubt one of
the fundamental components of the future
wave of the Internet. The IP routing
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protocol is developed for low-power |,
lossy systems, which are the focus of IP
smart object networks. However, there are
several technological difficulties that such
networks also bring, which have been
covered in a few IPSO white papers. This
white paper's only focus is on IP Smart
Object Networks' routing components.
These technological obstacles include
problems with power consumption, compact
form factors, and network connectivity
difficulties. Because the problems are
interdependent, the difficulties are made
even more difficult.

[10] In this paper, the author proposes the
RPL issues in this research, featuring load
imbalance , which leads to congestion in
some nodes, drastically reduces system
presentation, and shortens the lifespan of
nodes and the network. This study proposes
a modified RPL for 10T networks called
multiple recursive RPL (AMRRPL ). It
makes use of a balancing technique to
prevent congestion. Consequently, it will
decrease network energy usage, increase
network longevity, and decrease packet loss.
There are three processes in the analysis of
the AMRRPL. An ant colony-based
multi-hop return objective function is
provided first, which determines the rank
depending on node context.

[11] Energy-Efficient Routing Protocol

for Next-Generation Application in the
Internet of Things and Wireless

Sensor Networks , in this paper According
to the author, there are considerable effects
on the network's efficiency, reliability, and
longevity. In order to increase the energy
efficiency of WSNs , many clustering
algorithms have been developed. As this is
going on, fifth-generation (5G )
transmissions need the use of multiple-input
multiple-output (MIMO ) antennas in many
Internets of Things (IoT ) applications to
provide increased capacity in a multipath
spectrum environment. We believe that
using a single sensor that can increase load
balancing utilization is not as critical as
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balancing the energy use per unit area. 10T
devices in 5G networks use MIMO
transmission interfaces, which come in
several flavors. Since that MIMO s
becoming more often available on loT
devices, an effective clustering technique for
these swiftly evolving IoT systems is both
inadequate and urgently needed to handle a
variety of user circumstances. In this
study, we proposed a 5G
energy-efficient  protocol based on
intelligent MIMO that prioritizes attaining
Quality of Experience (QoE ) for
transmitting in clusters for IoT networks.
The recommended methodology utilizes

30% less energy than the current
approaches while extending network
lifespan.

[12] Recent Advances in

Energy-efficient Routing Protocols for
Wireless Sensor Networks : A Review,
this study presents as wireless sensor
networks (WSNs ) are limited by their
battery life, extending battery life is
essential. To do this, it is essential to use
WSN routing techniques that are
energy-efficient. We discuss this problem in
this work and categorize the two kinds of
WSN routing protocols now in use into
homogeneous and heterogeneous WSNSs,
respectively. They further split them up into
stationary and mobile forms. We present an
overview of each category's characteristics,
limitations, and applications for each
protocol. As shown by several open issues,
the design of an energy-efficient routing
protocol for WSNs is still in need of
completion.

[13] An  Energy-Efficient  Region

Source Routing Protocol for Lifetime

Maximization in WSN |, this investigation
as part of the Internet of Things (IOT )
sensor layer , many sensor nodes are
densely placed in a dangerous area in order
to monitor and sense changes in the physical
space. Wireless sensor networks (WSNs )
find it extremely difficult and expensive to
increase network lifetime since sensor nodes

Eur. Chem. Bull. 2023,12(Special Issue 5), 2106-2127

are powered by batteries. Longevity of a
network is significantly impacted using
energy-efficient routing algorithms to
deliver reliable data transfer in WSNs . On
the other hand, traditional routing systems
usually propagate through the entire
network to find a reliable path or use a few
cluster heads to perform data transfer for
other nodes, both of which consume a lot of
energy. This study presents an innovative,
energy-efficient area  source  routing
technique to lengthen the WSN network's
lifespan (referred to ER-SR ). In ER-SR
an energy region distributed technique is put
forth to dynamically select the network
nodes with the largest residual energy as
source routing nodes. The source routing
nodes will then select the ideal source
routing path for each common node,
enabling partial nodes to participate in
routing and balancing the energy usage of
sensor nodes. We also offer an effective
distance-based ant colony optimization
technique to identify the overall ideal
transmission path for each node, which
helps to reduce the energy needed for data
transmission. Based on the outcomes of
simulations, ER-SR  outperforms rival
routing protocols in WSNs and has
superior energy efficiency in terms of
network lifetime , packet delivery ratio ,
and delivery latency .

[14] Trust Based Secure and Energy
Efficient Routing Protocol for
Wireless Sensor Networks , presented in
this study is a Refuge and vigor ingesting are
the two main problems that wireless
sensor networks (WSNs ) are facing.
WSNs ' dynamic topology and constrained
resources are the cause of this. Even though
trust-based solutions can now handle many
unwanted node behaviours, there are still a
variety of attacks, nodes that use a lot of
energy, and nodes that have a
communication bottleneck. The research
presented here proposes a novel
trust-based secure and energy-efficient
routing protocol (TBSEER ) to overcome
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these problems. The TBSEER computes
the comprehensive trust value using
adaptive direct, indirect, and energy trust
values. Attacks from sinkholes , and hello

flood are deterred by this value. To swiftly
identify the rogue nodes, the volatilization
factor and the adaptive punishment
mechanism are also used. The nodes only
need to compute the direct trust value while
the Sink computes the indirect trust value in
order to further reduce energy consumption
from repetitive computations. Finally , the
cluster heads select the safest multi-hop

routes based on the total trust value, which
might actively defend against wormhole
attacks. The simulation results show how
the proposed TBSEER reduces network
energy consumption, speeds up the detection
of rogue nodes, and protects against all
common threats.

[15] Energy Efficient Multipath

Routing Protocol for Mobile Ad-Hoc

Network Using the Fitness Function ,
in this research, as a service, we A collection
of wireless mobile nodes known as a mobile
ad hoc network (MANET ) can
spontaneously form a network without the
need of centralized administration or
infrastructure. One of the major limitations
of MANET is energy consumption because
mobile nodes rely on batteries for power and
lack a reliable power supply. The network
lifespan is decreased as a result of the rapid
movement  and position changes
experienced by nodes in MANET . The
energy consumption of MANET is
highlighted in this article to lower the energy
consumption of the ad hoc on demand

multipath distance vector (AOMDV )
routing protocol. The following. The
following. I's. The following

(FF-AOMDV ). In multipath routing , the
fitness function is used to determine the
route that uses the least amount of energy
to get from the source node to the
destination node. The proposed
FF-AOMDYV protocol's performance was
compared to that of the two most widely
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used protocols in this field, Ad hoc on
Demand Multipath Routing with Life
Maximization (AOMR-LM ) and
AOMDV . The performance metrics of
energy consumption, throughput, packet
delivery ratio, end-to-end latency, network
lifetime, and routing overhead ratio were all
considered while comparing the two
systems. These parameters were adjusted for
node speed, packet size, and simulation
time. The results unmistakably show that the

suggested FF-AOMDV  outperformed
AOMDV and AOMR-LM for most
network  performance measures and
attributes.

[16] Development of Energy Efficient

Protocol for Ad hoc Networks , in this
paper author believes that Ad hoc networks
are networks that are self-sustaining,
spontaneously  constructed, and lack
infrastructure. An ad hoc network’s energy is
a crucial element in extending its lifespan.
Energy-saving techniques largely resolve
the problem of connection failure in adhoc
networks. Adhoc networks are frequently
used in a variety of settings, such as military
operations, monitoring of wild animals, and
submarine eavesdropping. In this sort of
scenario, adhoc network nodes are often
distributed across a vast region, with each
node having its own own network and
battery power source. Thus, battery is this
form of adhoc network's key drawback.
Packet forwarding and self-directed route
discovery allow for communication between
bulges in an ad hoc network . In an ad
hoc network, vigor consumption is
considered while choosing a way to

extend the network . The possibility of
an upsurge in system longevity is higher if
the parameter with the most residual energy
is utilized to choose a path with fewer hops.
The network lifespan may be increased by
selecting the best path. Researchers have
previously demonstrated that the AODV

protocol is appropriate for use in an ad hoc
network to improve energy efficiency and
lengthen the network life cycle. Ad hoc
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routing protocols are used for path selection.
Nevertheless, the AODV protocol has
various shortcomings when determining the
optimum path since, for instance, it always
prefers to take the shortest path without
taking the remaining energy of intermediary
nodes into account, which causes
connection breaking along the path. For this
reason, the Optimal Residual Energy
Selection Adhoc on Demand Distance
Vector ( ORES-AODV ) protocol was
developed to fix the Adhoc on Demand
Distance Vector protocol's weakness. It
compares the mobility of the nodes using
mobility models, averages the greatest
remaining energy, and calculates the
average  energy  overhead of the
intermediate nodes in the network to pick
the optimum option. This approach is 7%
more successful than others previously
recommended since it uses AODV as its
foundation. The Wireless Sensor Network,
another adhoc network, has  been
extensively researched in recent years to
overcome the energy dissipation issue. To
address the problem of energy waste in
Wireless Sensor Networks, the Modified
Mobile-sinks-based Energy-efficient
Clustering Algorithm (M-MECA ) is a
revolutionary protocol based on mobile sink
and clustering. In comparison to other
protocols, the outcome is 6% more efficient
than the original protocol.

[17] E-CARP : An Energy Efficient
Routing Protocol for UWSNSs in the
Internet of Underwater Things , this
vpaper describes how underwater wireless
sensor networks (UWSNSs ) are created as a
result of the growth of the Internet of
Underwater Things and how smart items
are placed underwater to help with the
discovery of a sizable ocean volume that is
still unexplored. For UWSNs to be able to
collect and transmit sensory data, it is
essential that a routing protocol be
implemented that is economical in terms of
packet forwarding or energy usage. In this
study, the Channel-Aware  Routing

Eur. Chem. Bull. 2023,12(Special Issue 5), 2106-2127

Protocol (CARP ), an improved version of
CARP , is proposed. It is designed to
implement the location-free and greedy
hop-by-hop packet forwarding mechanism.
Data packet forwarding that may not be
beneficial to applications results from
CARP 's general lack of consideration for
the reuse of previously acquired sensory
data to support domain applications. To
choose the best relay node at each time point
when the network topology is stable, the
PING-PONG method may be streamlined
in CARP . Our E-CARP has solved both
research issues. Simulation results show that
our approach may drastically lower
communication costs and, to some extent,
improve network capabilities.

[18] Reliable and Energy Efficient
Routing Protocol (REEP )  for
Underwater Wireless Sensor Networks
(UWSNSs ), In this article, we focus on the
issues with routing in UWSN and offer
REEP , an adaptive and lifetime-aware
routing  technique. Although acoustic
channels have been the subject of decades'
worth of study, most of that work has been
on physical layer issues including excessive
latency, a small bandwidth, and significant
bit error. The UWSN routing layer is still a
relatively new area of study, hence a
standard operating protocol is needed.
Because of the unique features of aural
communication, we are unable to simply use
the protocols created for MANET or
terrestrial sensor networks. Nonetheless, a
few researchers have sought to create a
typical operating protocol for UWSN ;
nevertheless, The OSI layer structure ,
which was developed for wired networks
and does not function well in an acoustic
context, is used by most of these protocols.
Our suggested routing system, which is
based on the generic MAC protocol,
attempts to increase the network lifetime by
allocating nodes' remaining energy and
choosing the most effective and
cost-effective  routing path for data
transmission. ToA (Time of Arrival ),
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which measures the distance between each
node and its linked sink, is used by REEP
to determine the optimum routing path.
Using the NS2-based simulator Aquarium,
we simulate REEP's performance and
contrast it with that of the well-known,
already-existing UWSN routing protocol
DBR (Depth Based Routing ).
According to the simulation's results,
REEP performs better than DBR in terms
of energy efficiency, network longevity, and
end-to-end latency reduction.

[19] Energy-Efficient Routing Protocols
in Wireless Sensor Networks : A Survey,
we focus on Wireless sensor networks
(WSNSs ) in this research because of its
dispersed design and flexible topology,
which have unique routing protocol
requirements that must be met . The two
greatest significant properties of a routing
protocol that make it suitable for WSNs
are its energy consumption and capacity to
extend network lifetime. Recent years have
seen many proposed energy-efficient routing
schemes for WSNs . Network Structure |,
Communication Model , Topology Based ,
and Reliable Routing are the four
fundamental methodologies employed in
this study to categorize energy-efficient
routing protocols . A further division into
flat and hierarchical kinds exists for the
routing protocols falling under the first
group. The second set of routing protocols
may also be broken down into query-based |,
coherent , non-coherent and
negotiation-based variants. Location-based
or mobile agent-based routing methods
make up the third group, which may be
further divided into these subcategories.
Routing protocols that are multipath - or
QoS-based belong to the fourth group. The
analysis of a survey of energy-efficient
WSN routing strategies is then given. The
categorization that was initially proposed
and developed in this article is intended to
improve all publications that have been
proposed since 2004 and to identify the
concerns or procedures more clearly in each
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protocol that highlight or serve as an
example of the issues with energy
efficiency.

[20]  Suppression of Inter-channel
Higher Order Four Wave Mixing in
Four-Mode Phase-Sensitive Parametric
Wavelength Multicasting , the author of
this study initially suggests that a four-mode
phase-sensitive  (4MPS ) method be
developed in order to decrease Reduce
inter-channel crosstalk and inter-channel
interference by using high order four wave
mixing (HoFWMv) terms in dual-pump
powered parametric wavelength
multicasting. This inquiry is primarily
concerned with the creation of the
inter-channel HOFWMVv tones rather than
the power stability and conversion
efficiency maximization objectives of the
other experiments. Signal phases can be
arranged in a complementary way to reduce
HoFWM tones. Broadband 4MPS
multicasting over 100-nm bandwidth with
muted HOFWM effects proved successful
in achieving a 12-dB suppression ratio.

Il. METHODOLOGY

The Intelligent Transport System (ITS),
according to the author's analysis of the
Cyberspace of Possessions and RPL
Direction-finding Etiquette, is a commonly
utilized Internet of Things application. The
in-vehicle sensors interface with additional
valentines and a dominant attendant to
exchange data about the operation of the car.
The data might be used to enhance traffic
flow , road safety , etc . The layers that
make up the OSI decorum stack-based
construction for ITS include access
layer , networking and transport layer ,
and facilities layer .

The perception layer is made up of wearable
sensors that track the health of various
organs and specialised sensors that can
identify a user's whereabouts. To make
decisions and carry out additional
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processing, data is passed from the network
transmission layer to the application layer.
Three layers of design are advised for smart
grids. To centrally manage smart grids, this
system takes use of an ICT platform. Many

Load Balancing in

special purpose buildings have three stories
in their design. However, the architecture's
design will also alter depending on the
context in which the program is used.

RPL Protocol
Problemsin RPL Protocol Bottleneck Effective The Effect of Congestion
Parameters Upstream
Parents
Used Buffer and
Proposed Solutions Moving Node Used LQI-SNR Used the Remaining Energy
Management Metrics in the Multi-Hop Metrics in_the =
Objective Function Return Chain Parent Selel ction
Mechanism
Flabellum Algorithm Ant Colony Learning Automata
based moving node based OF based parent selection

Fig 1: Proposed Methodology

To allow IPv6 and  encourage
interoperability for 10T devices, the
6LOWPAN stack was recommended by the
Internet  Engineering  Task  Force

(IETF ) . Due to the peculiarities and

Routing strategies face several difficulties
due to the hardware restrictions of networks
connected to loT devices. The IETF's stack
proposal states that IPv6 Routing Protocol
for (RPL) (LLNs) should be used as the
routing protocol for Low-Power and
Lossy Networks . Using acyclic networks
created between nodes, the proactive routing
system RPL, which is based on trees ,
enables data transfer . Although it is widely
recognised and employed in modern
applications, a number of recent
investigations have revealed its
shortcomings. The limitations on multicast
broadcasts, the substandard adaptation for
dynamic throughput, and the subpar support
for P2P and mobile traffic may all be
identified. As a result of the difficulties, a

Eur. Chem. Bull. 2023,12(Special Issue 5), 2106-2127

few novel solutions have been developed
recently.

The EDAL algorithm design employs a
single OVR result to illustrate how the issue
formulation is inherently NP-hard. We
proposed both a distributed and a centralized
heuristic for improving the method's
scalability for large-scale network activity.
Moreover, we design EDALV to be closely
coupled with compressive sensing, a novel
approach that claims to drastically reduce
the total cost of traffic while collecting
sensor data with lax latency constraints.
Then, using simulations and a hardware
testbed, we carefully evaluate EDAL and
compare its performance to that of
comparable protocols.

A unique, energy-efficient protocol called
Route Maintenance based on Energy
Threshold (RMET) , which maximizes
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network lifespan Dby spreading energy
consumption across nodes in an equitable
manner. It is also advised to use Route
Request Delay Transmit (RRDT ) to
prevent choosing the bulge with poorer
cordless life than the brink value. The
future procedure is used in  the
ns-2 simulator, and the simulation results
show that it may improve the network's

-
Network Graph ]

Connection

( Sending packet to
selected parent

\

LQLSNR S
Cakulation Apply pheromone
rates to the route
———
\

Rating to

parent nodes

Is it the
first time?

Select the appropriate
parent based on the
objective function

Is the update
period
expiring?

No
—

overall efficiency and node lives. The
focused dispersion, absorbed
communication, and energy-aware
routing protocols are contrasted with our
suggested approach. Because of simulations,
it has been shown that our suggested scheme
outperforms those protocols in terms of
node energy efficiency, average latency, and
control overhead.

Enter to the

pheromone Yoy Go to the new
evaporation parent LQI,SNR

function calkulation step

Is the
pheromons
less than the
threshold?

Is the
simulation
time running
out?

No

Sending packet to
selected parent

Appl for the
next time period

A

Fig 2: Diagram of the proposed Objective function

The unique point of attachment prediction
and replacement technique that takes into
account the limitations of the resource is
included into the EC-MRPL along with an
improved mobility detection method.
Therefore, EC-MRPL circumvents and
lessens issues brought on by mobility. The
handover latency, data loss rate ,
signaling price, and vigor ingesting of the

ECMRPL decorum are improved than

individuals of the RPL and MRPL
procedures, according to simulated findings
obtained using Cooja/Contiki. Selecting
MultiPoint Relays (MPRs) and transmitting
Topology Control data can take up a lot of

Eur. Chem. Bull. 2023,12(Special Issue 5), 2106-2127

resources for the EE-OLSR, or Energy
Efficient OLSR RPL. To rise the lifetime
of the system without sacrificing
performance, we suggest modifying the
OLSR protocol's MPR selection process
based on the idea of willingness. We also
demonstrate that the nodes' lifespan may be
increased without affecting the OLSR's
operation by excluding the energy used as a
result of overhearing. The maternal
collection method customs  steering
measured lingering vigor to choose the best
paternal  for information assignment
(RER) . Using the compressed sensing
(CS) theory, data packets from the child

2116



A Context-Aware Dissemination Framework to optimize the energy consumption and to propose a mechanism in Section A-Research paper

order to improve network lifetime of IPv6 Routing Protocol (RPL)

nodes are merged at the statistics
aggregation stage in the parent node.
Finally, a downstream parent sends the data
that has been aggregated to the sink. To

acquire the participant node's original data,
the basin protuberance compiles all the
combined statistics and makes the
modernization procedure.
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In Energy-aware Dual-path Geographic
Routing to Bypass Routing Holes in Radio
Sensor Systems, the researcher
demonstrates how EDGR adaptively uses

Eur. Chem. Bull. 2023,12(Special Issue 5), 2106-2127

position data, residual energy, and other
factors and employs two node-disjoint

anchor lists that pass through two sides of
the routing holes to dynamically adjust the
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routing path in order to balance the load. the
attributes of energy usage that result in
routing choices. We also extend EDGRYv to
three-dimensional (3D) sensor networks in
order to offer energy-aware routing for
routing hole detours. The first approach
offered uses a multi-hop return goal function
based on ant colonies and it computes the
rank based on node context. Using
stochastic automata and dynamic metrics,
the second phase develops a unique parent
selection process that selects an ideal parent
in real time. The general evaluation results
show that this technique is preferable than
conclusions about the ideal parent made
only based on the rank of the parent. The
flabellum algorithm , which was inspired
by the physical and biological characteristics
of fabella in the water, is used in the third
stage to control moving nodes in order to
handle bottleneck and swarm problems.
Performance evaluation of the proposed
method is carried out using the Cooja
simulator. The proposed method shows
significant improvements in  packet
delivery , system longevity , energy , and
convergence . There are several ongoing
projects as well as active activities towards
the expansion of routing protocols in
WSNs . These protocols are created
depending on the network’s design and
the requirements of the applications.
Nevertheless, while creating routing
protocols for WSNs , there are several
things to keep in mind. The liveliness
competence of the devices, which has a
direct impact on how long the network can
last, is the most crucial element. There are
several surveys on routing protocols in
WSNs in the literature, and we try to
present one of them below and discuss how
it compares to our research. The authors
provide an in-depth analysis of design
challenges and WSN  implementation
methods in their article. The suggested
protocols apply to all network stack tiers,
and they define the physical restrictions
placed on sink node. The discussion of

Eur. Chem. Bull. 2023,12(Special Issue 5), 2106-2127

sensor network applications also takes
place.

Processing . ercl_css_
Sensor Module Module Communication
................................ Module......
Network
: i i Sensor
: i i[Aopc|: (LMAC |t
Lo rred ESRTRTUURRTI ! | Transceiver |:
4 A Lo A :

l Power Provision Module(Battery Supply |

Fig 2: The architecture of a WSN
node .

However, given the scope of the study, the
paper does not categorize these routing
protocols, and the list of included protocols
is not meant to be comprehensive. Our study
classifies the present routing strategies while
concentrating more on the energy
effectiveness of WSNs . Also, we examine
several recently developed energy-efficient

routing protocols and give readers advice
on how to choose the appropriate protocol
for their network. The findings of a survey
on WSN routing protocols are presented
(2004) . The three types of routing
approaches—flat ,  hierarchical , and
location-based —are separated based on the
network’s organizational structure . These

protocols are further categorized as
multipath-based |, query-based
negotiation-based , and  QoS-based
routing techniques based on how they

function. We display a total of 27 routing
protocols.

Also, this 2004 study demonstrates a
sizable number of energy-efficient
routing methods designed expressly for
WSNs . The lecture also discusses the
routing challenges and design issues that
must be considered while employing
WSNs . Hence, a description of the limited
energy supply , limited processing power
and limited bandwidth of the wireless
networks linking sensor nodes is given. The
authors also try to highlight design
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trade-offs between energy and
communication overhead savings in
particular routing paradigms, as well as the
benefits and drawbacks of each routing

technique . However, the focus of our study
is on WSNs -related liveliness efficacy
challenges. We give thorough comparisons
and a wealth of information on
energy-efficient procedures that may be
useful to academics. We improve all articles
that have been provided since 2004 ,
broaden the Al-Karaki category that was
initially offered in this study, and better
articulate which challenges/operations in
each protocol illustrate/enhance  the
energy-efficiency issues. To preserve routes
and loop flexibility, it uses a concept known
as feasible distance. As nodes must notify
nearby routes of any changes in distance to a
particular destination, ROAM may be able
to identify network splits. Each ROAM

router updates the routing, link cost, and
distance tables. The distance table is a
matrix that shows the distance between two
router neighbors. The routing table at the
router contains the date, the successor, the
flag for the query's origin, as well as the
feasible , reported , and distances to each
destination node. The link-cost table gives a
breakdown of the costs for each detected

close neighbor. A router conducts a
diffusing search whenever it receives a data
packet that needs to be routed to a location
for which it does not have a routing table
entry.

From the source, the diffusing search
proceeds hop-by-hop until it hits a router
that has an entry for the desired destination.
The router responds with its distance when it
comes across this entry and responds. When
the search is over, the source discovers that
it is only a short distance away from the final
location. Nodes in the same connected
component conclude that the destination is
inaccessible if there is no path leading there.
When a destination cannot be reached, the
ROAM notifies routers and forbids them
from sending nonsensical search packets to
try and find routes to impenetrable places.
Since the technique necessitates the
sharing of state information between nodes,
it is more appropriate for usage in static
networks or networks with constrained
mobility. The primary drawback of this
strategy is that it necessitates frequent
updates in order to know which nodes are
active.

Routing Protocols in WSNs

Network Structure Communication Model Topology Based Reliable Routing
! ! Y
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Fig 3: Classification of
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routing protocols in WSNs

2119



A Context-Aware Dissemination Framework to optimize the energy consumption and to propose a mechanism in Section A-Research paper

order to improve network lifetime of IPv6 Routing Protocol (RPL)

The three categories of sensor network
routing algorithms that are discussed
throughout the article are data-centric,
hierarchical, and location-based (2005)

The emphasis is not on energy-efficient
policies, although providing routing
techniques for WSNs . Instead, we narrow
our attention to energy-efficient routing

techniques , weighing the advantages and
disadvantages of each protocol to assist
readers in selecting  the most
energy-efficient  routing  approach for
their network. In both point-to-point and
broadcast  networks, negotiation-based
protocols can almost always perform as well
as they possibly might. The transfer of data
cannot, however, be guaranteed to be
successful. The various pathways between
nodes and sinks are preserved by multipath
protocols.

Due to the requirement of several pathways,
this offers failure tolerance and simple
recovery, but at the expense of more
maintenance work, particularly at each
sensor node. When employing query-based

routing protocols , on the other hand, the
source nodes send a request for data through
the network to a node, and the node that
possesses the desired data transmits the
requested data back to the source nodes .
Networks  with  dynamic network
topologies, like WSNs , use guestion-based
routing. Multiple route answers are a
functionality offered by protocols for
route-queries. By using QoS protocols, it is
possible to overcome the difficulty of
accurately transmitting data from the source
to the destination. When developing
energy-efficient WSN applications, they
offer improved QoS measurements
including  latency  bound ,  energy
efficiency , and decreased bandwidth use.
Due to the coherent-based routing

technique used by this protocol, the sensor
node only needs to perform the absolute
minimal processing. When processing
non-coherent data is based on routing , the
sensor nodes process the actual data locally
first before passing it to the other nodes for
additional processing.
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I. COMPARISION OF DIFFERENT TECHNOLOGIES

Technology Advantage Disadvantage
SL
No
EDAL High level security , quick | Heavy Maintenance
1 response
Wireless Sensor | It is scalable , Itis flexible It cannot be used for
o | Network (WSN) high speed
DSR DSR allows multiple routes does not automatically
3 repair abroken link
6LoOWPAN scalable and self-healing less secure than
4 ZigBee
implementation is more  user |bandwidth usage low
5 | OLSR friendly for the maintaining of
the routes
Low quality data that is | lots of data
6 | Data aggregated aggregation
Aggregation and management
solutions
easy comparison of data items retrieving  geographic
7 | Geographic data is time-consuming
Routing
Efficient Routing ,  Increased | System Issues , Device
8 | IPv6 Routing Capacity Upgrade
protocol
Scalability , Efficiency Security , Maintenance
9 | IPIMPLS
Load balancing Static IP  Addresses , Zonal | No SSL offloading
10 Isolation
11 Neural network High forcasting capability Greater computational
burden
12 Multi-hop More coverage area Less flexible
13 Raspberryv piv Cheapv, small sizev Cannotv runv on other
OSv
14 Arduino uno Less cost Less accurate, battery
depletion
Eur. Chem. Bull. 2023,12(Special Issue 5), 2106-2127 2121
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15 Wi-Fi modules High mobility, more productivity Less security, low speed
16 Web server Low cost, High technical support Network issues, less
hosting service
17 Electrochemical Low power, good resolution Limited range, Short
Sensors life, cross sensitivity
18 Pollution control High efficiency, low cost Large  space, Not
circuit flexible
19 Androidv Open sourcev, manyv phone| Pronev to  virusv,
optionsv batteryv drainsv
20 GPRS High processing power, less cost High  power supply
,more pressure

dynamic load. It is found that large loads and dynamic loads cannot be managed and balanced
according to the RPL standard. The automata-ant colony manifold recursive

CONCLUSION

This research focused on packet loss and network lifespan to explore evaluation of the RPL
difficulties under severe and RPL , also known as AMRRPL , was proposed in this study as a
way to create a balancing model for 10T networks that combines the automata and ant colony

algorithms with the multi-step recursive model.

Average Routing Control
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Fig 6: Above-rate system regulator examination

Managing the moving nodes helps to avoid
congestion. Load balancing and congestion
avoidance will decrease packet loss, save
energy, and extend the lifespan of the
network. A three-step presentation of this
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approach was made. The state of a multi-hop
parental restraint was evaluated in the first
step, previously choosing the last link as
the node's designated parent . In order to
extend network lifespan and improve energy
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efficiency, efforts were undertaken to
stabilize the system's weight. As crucial
considerations, LQI , SNR , buffer , and
residual energy level were all considered.
First, EC-MRPL aims to keep MNs reachable
wherever they may be by offering continuous
connectivity.

The plan is built on a proactive method of
spotting potential MN attachment before their
disengagement. This approach  makes

advantage of the RPL standard's cross-layer
Probability of resetting Trickle
Interval

Probability
© 0 Do o0 oo Do
= MW s~ 00 WD

(=]

Random way Tabu Search Flabellum

BAMRRPL30 BEAMRRPLS50

Fig 8: The results of the tests on the drop
reset rate with diverse measure shapes

information (RSSI) and icmpv6 messages
based on some preset flags. Second,
EC-MRPL takes strict limitations of our
intriguing network into account in order to
fulfil  standards and give required
performances. In order to save MN energy
and share resource dissipation across different
ANs, the primary idea underlying enabling
mobility ~ comprises limiting MN

participation.
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Fig 9: The test results of the total energy
in diverse stages of the proposed algorithm
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It also places a focus on using fewer
signaling messages to minimize overload
and allow for the transfer of more data
packets. The Contiki was modified to use
the EC-MRPL protocol. Then, using
simulations of various circumstances, we
showed that our proposed protocol could
allow node micro mobility while resolving
problems with the RPL standard. We also
showed that EC-MRPL works better than
MRPL protocol, particularly in terms of
seamless connection and reducing signaling
costs, which affect the MN's energy use
and data packet transmission. Given that
RSSI may be affected by interior conditions
and the presence of certain obstructions, it
would be interesting to look at the prediction
technique in more detail in further study.

In resource-constrained  wireless sensor
networks, providing safe and
energy-efficient routing options is crucial.
An groundbreaking trust-based safe and
energy-efficient routing system is also
discussed in this study along with several
common network assaults (TBSEER ).
Maximum network security and minimal
network energy consumption are the
objectives of TBSEER . Both the
Volatilization Factor and the Adaptive
Penalty Coefficient are considered by the
new trust model offered by TBSEER .
Attacks such as hello flood , sinkhole ,
black hole , and selective forwarding can all
be quickly and precisely identified. Also
possible is a quicker search for rogue nodes.
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The nodes also actively prevent wormhole
attacks by searching for a secure and
energy-efficient path using a multi-path
search technique based on the trust model.
The simulation results show that, in
comparison to customary trust-based
methods, TBSEER can reduce routing
overhead and boost data transmission
reliability. We develop a distributed energy
area algorithm to dynamically select
high-energy nodes as source routing nodes,
which is used to determine the route for
other common nodes. Additionally, we
provide the effective distance-based ant
colony optimization approach to identify the
optimum source routing path for every
shared node and present the effective
distance as a standard to define the ideal
transmission distance . The comparison
tests employing these enhancements show
t hat the proposed method performs well in
terms of energy usage , network lifetime ,
packet delivery ratio, and delivery delay.
Our upcoming project will expand the
region source routing system to mobile
networks, even though the majority of our
effort so far has been focused on static
networks. Future research will also provide
a theoretical analysis of network lifetime
maximization considering all network
overloads brought on by the routing
mechanism.

These issues have been addressed in WSN
along with energy balance and lowering
energy use. To identify high-energy nodes

proactively as source routing nodes , we
develop a distributed energy area method.
This technique is then used to establish the
path for other common nodes. Additionally,
we offer the effective distance as a
parameter for the defining of the optimal
transmission distance and provide the
effective  distance-based ant colony
optimization method to identify the best
source routing path for every common node.
These modifications show that the suggested
method performs well in comparison trials
regarding energy usage, network lifetime ,

Eur. Chem. Bull. 2023,12(Special Issue 5), 2106-2127

packet delivery  ratio, and delivery

delay . Because the focus of the current
study is mostly on static networks , we
intend to expand the region source routing

protocol to mobil These modifications show
that the suggested method performs well in
comparison trials regarding energy usage,
network lifetime, packet delivery ratio, and
delivery delay. Because the focus of the
current study is mostly on static networks,
we intend to expand the region source
routing protocol to mobile networks in the
future networks in the future.
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